
The Cyber Security Society at ATU Letterkenny is dedicated to promoting awareness and 

understanding of cyber security and digital forensics within the college community. We aim to 

provide a platform for students to gain knowledge and experience in these fields through 

workshops, guest lectures, and hands-on projects. 

Our objectives are: 

1. To educate students about cyber security and digital forensics through regular meetings 

and events. 

2. To foster a community of students interested in cyber security and digital forensics, and 

to provide a platform for networking and collaboration. 

3. To promote awareness and understanding of cyber security and digital forensics within 

the college community through outreach and education efforts. 

4. To actively engage with industry professionals to provide members with insights and 

information about career opportunities in cyber security and digital forensics. 

5. To allow students to have a break from the stresses that may occur while studying and 

promote a healthier college study/life balance. 

The Cyber Security Society is open to all students of ATU Letterkenny and membership is free. 

Meetings and events will be held on a regular basis, and all members will be notified of 

upcoming events and activities through email. 

We look forward to working with all members to achieve our objectives and to promote 

knowledge and understanding of cyber security and digital forensics at ATU Letterkenny. 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

Society charter  
  

 

1. Minimum Membership: The Cyber Security Society will have a required 10 members 

including the executive board, this is the requirements set out by the Society and Clubs 

board. 

 

2. Membership: Membership in the Cyber Security Society is open to all  with an interest 

in cyber security and digital forensics.  

 

3. Meetings: The Cyber Security Society will hold regular meetings to discuss and learn 

about the latest trends, techniques, and tools in cyber security and digital forensics. The 

time and location of meetings will be announced in advance and communicated to all 

members through email.  

 

4. Workshops and Events: The Cyber Security Society will organize and host workshops 

and events to provide hands-on learning opportunities for members. These events will 

be announced in advance and communicated to all members through email.  

 

5. Executive Board: The Cyber Security Society will have an executive board consisting of a 

President, Secretary, Treasurer and Safety Officer.The executive board will be 

responsible for organizing meetings, events, and workshops, and will also be responsible 

for managing the society's finances. The executive board will be elected by the members 

at the end of each academic year.  

 

 

 

 

 

 



 

6. Budget: The Cyber Security Society will have a budget for organizing meetings, events, 

and workshops. The budget will be managed by the treasurer and approved by the 

executive board.  

 

7. Code of Conduct: All members are expected to conduct themselves in a professional 

and respectful manner at all society meetings and events. Any member found to be in 

violation of this code of conduct may be subject to disciplinary action, up to and 

including expulsion from the Cyber Security Society. (Please see attached code of 

conduct) 

 

8. Amendment of Rules: These rules may be amended by a two-thirds majority vote of the 

members present at any regular meeting f the society, if notice of the proposed 

amendment has been given to the members at least one week prior to the meeting. 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

The Cyber Security and Digital Forensics Society Code of Conduct: 

1. Respect: All members are expected to treat each other and society guests with respect, 

courtesy and professionalism always. 

2. Confidentiality: All members are expected to maintain confidentiality of any sensitive 

information or discussions shared within the society. 

3. Professionalism: All members are expected to conduct themselves in a professional 

manner at all society meetings and events. This includes being punctual and prepared 

for meetings and events, also refraining from the use of offensive or disrespectful 

language. 

4. Inclusivity: The Cyber Security  Society is committed to creating an inclusive 

environment for all members regardless of their background, beliefs or personal 

characteristics. Discrimination or harassment of any kind will not be tolerated. 

5. Safety: All members are expected to take appropriate safety precautions during society 

events or activities. 

6. Appropriate behavior: All members are expected to adhere to the laws and regulations 

of the society and college. Any behavior that is illegal or unethical will not be tolerated. 

7. Consequences: Any member found to be in violation of this code of conduct may be 

subject to disciplinary action, up to and including expulsion from The Cyber Security and 

Digital Forensics Society. 

8. Compliance: All members are expected to comply with the society's code of conduct 

and any additional guidelines or rules set by the executive board. 

9. Feedback : Members are encouraged to provide feedback on the society's code of 

conduct and make suggestions for improvement. 

10. Reporting: Any member who witnesses or experiences a violation of this code of 

conduct should report it to the executive board or a designated person immediately. 

 

 

 


